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	Data:
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	Título:
	POLÍTICA GERAL DE SEGURANÇA DA INFORMAÇÃO



OBJETIVO  
O presente documento constitui uma declaração formal da BYSEVEN acerca de seu compromisso com a segurança da informação, instituindo o Sistema de Gestão de Segurança da Informação (SGSI). Todos os objetivos definidos pelo SGSI devem ser cumpridos por todos os seus colaboradores, prestadores de serviços e parceiros de negócio no desenvolvimento dos seus processos. 
 
Objetivos de Segurança da Informação: 
1. Cumprir os princípios de segurança da informação quanto à disponibilidade, confidencialidade e integridade de nossos processos, de acordo com os objetivos estratégicos estabelecidos pelo negócio; 
2. Buscar continuamente as boas práticas de segurança da informação disponíveis no mercado, em conformidade com a legislação, normas e padrões; 
3. Desenvolver o comportamento seguro dos nossos colaboradores e parceiros em relação à segurança da informação em nossos produtos e serviços;  
4. Implementar controles de segurança da informação no tratamento de dados dos nossos clientes, visando a proteção dos princípios de segurança da informação; 
5. Adotar um modelo de gestão de desenvolvimento de sistemas seguro em que os princípios de segurança da informação sejam aplicados desde a sua concepção; 
6. Desenvolver soluções em que os sistemas e as informações à disposição dos nossos colaboradores e parceiros estejam adequadamente protegidos contra ameaças externas;  
7. Responder com rapidez e eficácia as crises tecnológicas que abalem os princípios de segurança da informação; 
8. Melhorar continuamente o sistema de gestão de segurança da informação através de avaliações regulares, observando as melhores práticas de governança. 
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